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1. Общие положения 

1.1. Политика обработки персональных данных в АО «УК «ЭКТО Прайм» (далее — 

«Политика») разработана на основании Федерального закона от 27.07.2006 № 152-ФЗ «О 

персональных данных» (далее — «Федеральный закон № 152-ФЗ») в целях обеспечения защиты 

прав и свобод субъектов персональных данных. 

1.2. Целью Политики является установление основных принципов, условий и подходов к 

обработке и обеспечению безопасности персональных данных при их обработке в АО «УК «ЭКТО 

Прайм». 

1.3. Общество, являясь Оператором, обеспечивает защиту прав и свобод субъектов при 

обработке их персональных данных и принимает меры для выполнения обязанностей, 

предусмотренных Федеральным законом № 152-ФЗ и принятыми в соответствии с ним 

нормативно-правовыми актами. 

1.4. Настоящая Политика действует в отношении всех процессов в Обществе, связанных с 

обработкой персональных данных, и распространяется на отношения в области обработки 

персональных данных, возникшие у Общества как до, так и после утверждения настоящей 

Политики. 

1.5. Персональные данные являются конфиденциальной информацией, охраняемой в 

соответствии с действующим законодательством Российской Федерации и на них, 

распространяются все требования, установленные внутренними документами Общества, 

связанными с обеспечением защиты конфиденциальной информации. 

1.6. Обработка, обеспечение конфиденциальности и безопасности персональных данных в 

Обществе осуществляется в соответствии с требованиями действующего законодательства 

Российской Федерации, нормативными актами Банка России, Роскомнадзора, ФСБ России, 

ФСТЭК России и иных государственных и регулирующих органов и внутренними нормативными 

документами Общества. 

1.7. Настоящая Политика обязательна для ознакомления и исполнения всеми лицами, 

допущенными к обработке персональных данных в Обществе. 

1.8. Настоящая Политика является основополагающим внутренним нормативным 

документом Общества, регламентирующим общие положения по вопросам обработки 

персональных данных. 

2. Термины и определения 

2.1. В настоящей Политике используются следующие термины и определения: 

Автоматизированная обработка персональных данных — обработка персональных 

данных с помощью средств вычислительной техники. 

Блокирование персональных данных — временное прекращение обработки 

персональных данных (за исключением случаев, когда обработка необходима для уточнения 

персональных данных). 

Информационная система персональных данных — совокупность содержащихся в 

базах данных персональных данных и обеспечивающих их обработку информационных 

технологий и технических средств. 

Обезличивание персональных данных—действия, в результате которых невозможно 

определить без использования дополнительной информации принадлежность персональных 

данных конкретному субъекту персональных данных. 

Обработка персональных данных — любое действие (операция) или совокупность 

действий (операций), совершаемых с использованием средств автоматизации или без 

использования таких средств с персональными данными, включая сбор, запись, систематизацию, 

накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу 

(предоставление, доступ), распространение, обезличивание, блокирование, удаление, 

уничтожение персональных данных. 
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Оператор — государственный орган, муниципальный орган, юридическое или 

физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) 

осуществляющие обработку персональных данных, а также определяющие цели обработки 

персональных данных, состав персональных данных, подлежащих обработке, действия 

(операции), совершаемые с персональными данными. 

Персональные данные — любая информация, относящаяся к прямо или косвенно 

определенному, или определяемому физическому лицу (субъекту персональных данных). 

Предоставление персональных данных — действия, направленные на раскрытие 

персональных данных определенному лицу или определенному кругу лиц. 

Распространение персональных данных — действия, направленные на раскрытие 

персональных данных неопределенному кругу лиц. 

Трансграничная передача персональных данных — передача персональных данных на 

территорию иностранного государства органу власти иностранного государства, иностранному 

физическому или иностранному юридическому лицу. 

Уничтожение персональных данных — действия, в результате которых невозможно 

восстановить содержание персональных данных в информационной системе персональных 

данных и (или) в результате которых уничтожаются материальные носители персональных 

данных. 

 

З. Правовые основания обработки персональных данных 

Основаниями для обработки персональных данных Субъектов персональных данных 

Общества, в том числе, являются:  

• Гражданский кодекс Российской Федерации;  

• Налоговый кодекс Российской Федерации;  

• Трудовой кодекс Российской Федерации;  

• Федеральный закон Российской Федерации от 27 июля 2006 г. № 149-ФЗ «Об 

информации, информационных технологиях и защите информации»;  

• Федеральный закон Российской Федерации от 27 июля 2006 г. № 152-ФЗ «О 

персональных данных» (далее – ФЗ «О персональных данных»);  

• Федеральный закон от 7 августа 2001 г. № 115-ФЗ «О противодействии легализации 

(отмыванию) доходов, полученных преступным путем, и финансированию терроризма»;  

• Федеральный закон от 10 декабря 2003 г. № 173-ФЗ «О валютном регулировании и 

валютном контроле»;  

• Федеральный закон от 1 апреля 1996 г. № 27-ФЗ «Об индивидуальном  

(персонифицированном) учете в системе обязательного пенсионного страхования»; 

• Федеральный закон от 29 ноября 2001 г. № 156-ФЗ «Об инвестиционных фондах; 

• Федеральный закон от 22.04.1996 № 39-ФЗ «О рынке ценных бумаг»; 

• Постановление Правительства Российской Федерации от 15 сентября 2008 г. № 687 

«Об утверждении Положения об особенностях обработки персональных данных, осуществляемой 

без использования средств автоматизации»;  

• Постановление Правительства Российской Федерации от 01 ноября 2012 г. № 1119 

«Об утверждении требований к защите персональных данных при их обработке в 

информационных системах персональных данных» (далее – Постановление № 1119-ПП);  

• Положение Банка России от 20.04.2021 №757-П «Об установлении обязательных для 

некредитных финансовых организаций требований к обеспечению защиты информации при 

осуществлении деятельности в сфере финансовых рынков в целях противодействия 

осуществлению незаконных финансовых операций»;  
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• Указание Банка России от 10.12.2015 № 3889-У «Об определении угроз 

безопасности персональных данных, актуальных при обработке персональных данных в 

информационных системах персональных данных»; 

• иные федеральные законы и подзаконные акты Российской Федерации, 

определяющие случаи и особенности обработки персональных данных и обеспечения 

безопасности и конфиденциальности такой информации. 

 

4. Цели обработки, объем и категории персональных данных, категории 

субъектов персональных данных 

4.1. Общество осуществляет сбор и обработку персональных данных в следующих целях:  

• принятия решения о трудоустройстве кандидата;  

• обеспечения соблюдения требований законодательства Российской Федерации, 

нормативных правовых актов в области персональных данных, оформления трудовых отношений 

с Работником Общества, предоставления работнику дополнительного медицинского страхования, 

повышения уровня квалификации и получения дополнительного образования, обеспечения 

личной безопасности Работников Общества, контроля количества и качества выполняемой работы 

и обеспечения сохранности имущества Общества, выполнения Работником Общества трудовой 

функции, предусмотренной трудовым договором и должностной инструкцией;  

• принятия решения о заключении договоров, исполнения обязательств по договорам 

с контрагентами при осуществлении Обществом профессиональности деятельности на рынке 

ценных бумаг, деятельности по доверительному управлению паевыми инвестиционными фондами 

и негосударственными пенсионными фондами, при осуществлении общехозяйственной 

деятельности, а также порядке признания лица квалифицированным инвестором;  

• заключения и исполнения договора доверительного управления паевым 

инвестиционным фондом. 

4.2. Перечень обрабатываемых персональных данных определяется законодательством 

Российской Федерации и внутренним документом Общества. 

4.3. Обработка биометрических и специальных категорий персональных данных 

Обществом не осуществляется. 

 

5. Условия и общие принципы обработки персональных данных 

5.1 Обработка персональных данных у Общества осуществляется на основе следующих 

принципов: 

• законности и справедливой основы; 

• ограничения обработки персональных данных достижением конкретных, заранее 

определенных и законных целей; 

• недопущения обработки персональных данных, несовместимой с целями сбора 

персональных данных; 

• недопущения объединения баз данных, содержащих персональные данные, 

обработка которых осуществляется в целях, несовместимых между собой; 

• обработки только тех персональных данных, которые отвечают целям их обработки; 

• соответствия содержания и объема обрабатываемых персональных данных 

заявленным целям обработки; 

• недопущения обработки персональных данных, избыточных по отношению к 

заявленным целям их обработки; 

• обеспечения точности, достаточности и актуальности персональных данных по 

отношению к целям обработки персональных данных;  
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• уничтожения персональных данных по достижении целей их обработки или в случае 

утраты необходимости в достижении этих целей, при невозможности устранения Обществом 

допущенных нарушений персональных данных, если иное не предусмотрено федеральным 

законом. 

5.2. Общество производит обработку персональных данных при наличии хотя бы одного 

из следующих условий: 

• обработка персональных данных осуществляется с согласия субъекта персональных 

данных на обработку его персональных данных; 

• обработка персональных данных необходима для достижения целей, 

предусмотренных международным договором Российской Федерации или законом, для 

осуществления и выполнения возложенных законодательством Российской Федерации на 

оператора функций, полномочий и обязанностей; 

• обработка персональных данных необходима для осуществления правосудия, 

исполнения судебного акта, акта другого органа или должностного лица, подлежащих 

исполнению в соответствии с законодательством Российской Федерации об исполнительном 

производстве; 

• обработка персональных данных необходима для исполнения договора, стороной 

которого либо выгодоприобретателем или поручителем, по которому является субъект 

персональных данных, а также для заключения договора по инициативе субъекта персональных 

данных или договора, по которому субъект персональных данных будет являться 

выгодоприобретателем или поручителем; 

• обработка персональных данных необходима для осуществления прав и законных 

интересов Общества или третьих лиц либо для достижения общественно значимых целей при 

условии, что при этом не нарушаются права и свободы субъекта персональных данных;  

• осуществляется обработка персональных данных, подлежащих опубликованию или 

обязательному раскрытию в соответствии с федеральным законом. 

5.3. Общество обеспечивает конфиденциальность персональных данных субъекта 

персональных данных, а также обеспечивает использование персональных данных 

исключительно в целях, соответствующих Федеральному закону № 152-ФЗ, договору или иному 

соглашению, заключенному с субъектом персональных данных. Общество обязано не раскрывает 

третьим лицам и не распространяет персональные данные без согласия субъекта персональных 

данных, если иное не предусмотрено законодательством Российской Федерации. 

5.4. Обеспечение безопасности обрабатываемых персональных данных осуществляется 

Обществом в рамках единой комплексной системы организационно-технических мероприятий по 

обеспечению режима конфиденциальности информации, с учетом действующего 

законодательства Российской Федерации о персональных данных, принятых в соответствии с ним 

нормативных правовых актов, включая нормативные акты государственных и регулирующих 

органов, путем применения средств защиты информации, в том числе прошедших в 

установленном порядке процедуру оценки.  

5.5. При обработке персональных данных Общество принимает необходимые правовые, 

организационные и технические меры и обеспечивает их принятие для защиты персональных 

данных от неправомерного или случайного доступа к ним, уничтожения, изменения, 

блокирования, копирования, предоставления, распространения персональных данных, а также от 

иных неправомерных действий в отношении персональных данных. 

5.6. Сроки обработки персональных данных определяются в соответствии со сроками, 

установленными Федеральным законом № 152-ФЗ, сроком действия договора, стороной 

которого, выгодоприобретателем по которому является субъект персональных данных, сроками 

действия документов, регулирующих хранение архивных документов, образующихся в процессе 

деятельности, сроком исковой давности, сроком согласия, данным субъектом персональных 
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данных на их обработку, а также иными требованиями законодательства Российской Федерации 

и нормативными актами Банка России. 

5.8. Общество вправе поручить обработку персональных данных другому лицу с согласия 

субъекта персональных данных, если иное не предусмотрено Федеральным законом № 152-ФЗ, 

на основании заключаемого с этим лицом договора. Лицо, осуществляющее обработку 

персональных данных по поручению Общества, обязано соблюдать принципы и правила 

обработки персональных данных, предусмотренные Федеральным законом № 152-ФЗ.  

5.10. При сборе персональных данных, в том числе посредством информационно-

телекоммуникационной сети «Интернет», Общество обеспечивает запись, систематизацию, 

накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных 

граждан Российской Федерации с использованием баз данных, находящихся на территории 

Российской Федерации, за исключением случаев, предусмотренных законодательством 

Российской Федерации. 

5.11. В ходе осуществления своей деятельности Общество может осуществлять 

трансграничную передачу персональных данных в порядке и в соответствии с требованиями 

Федерального закона № 152-ФЗ. 

 

6. Актуализация, исправление, удаление и уничтожение персональных 

данных, ответы на запросы субъектов на доступ к персональным данным 

6.1. В рамках обработки персональных данных для Оператора и субъектов персональных 

данных определены следующие права. 

Субъект персональных данных имеет право: 

• получать информацию, касающуюся обработки его персональных данных, в 

порядке, форме и сроки, установленные законодательством о персональных данных; 

• требовать уточнения своих персональных данных, их блокирования или 

уничтожения в случае, если персональные данные являются неполными, устаревшими, 

недостоверными, незаконно полученными, не являются необходимыми для заявленной цели 

обработки или используются в целях, не заявленных ранее при предоставлении субъектом 

персональных данных согласия на обработку персональных данных; 

• принимать предусмотренные законом меры по защите своих прав; 

• отозвать свое согласие на обработку персональных данных; 

• иные права, предусмотренные законодательством о персональных данных. 

 

Оператор имеет право: 

• обрабатывать персональные данные субъекта персональных данных в соответствии 

с заявленной целью; 

• требовать от субъекта персональных данных предоставления достоверных 

персональных данных, необходимых для исполнения договора, идентификации субъекта 

персональных данных, а также в иных случаях, предусмотренных законодательством о 

персональных данных; 

• ограничить доступ субъекта персональных данных к его персональным данным в 

случае, если доступ субъекта персональных данных к его персональным данным нарушает права 

и законные интересы третьих лиц, а также в иных случаях, предусмотренных законодательством 

Российской Федерации; 

• обрабатывать персональных данных, разрешенных субъектом персональных данных 

для распространения с учетом положений ст. 10.1. 152-ФЗ; 

• осуществлять обработку персональных данных, подлежащих опубликованию или 

обязательному раскрытию в соответствии с законодательством Российской Федерации; 
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• поручить обработку персональных данных другому лицу с согласия субъекта 

персональных данных; 

• иные права, предусмотренные законодательством о персональных данных. 

 

6.2. Получение и обработка персональных данных в случаях, предусмотренных ФЗ «О 

персональных данных», осуществляется Обществом с согласия Субъекта персональных данных. 

Согласие на обработку персональных данных может быть дано Субъектом персональных данных 

или его представителем в любой, позволяющей подтвердить факт его получения, форме, если 

иное не установлено федеральным законом. В случае получения согласия на обработку  

персональных данных от представителя Субъекта персональных данных полномочия данного 

представителя на дачу согласия от имени Субъекта персональных данных проверяются 

Обществом.  

6.3. В случаях, предусмотренных ФЗ «О персональных данных», Обработка персональных 

данных осуществляется Обществом только с согласия в письменной форме Субъекта 

персональных данных. Равнозначным содержащему собственноручную подпись Субъекта 

персональных данных согласию в письменной форме на бумажном носителе признается согласие 

в форме электронного документа, подписанного в соответствии с федеральным законом 

электронной подписью. 

6.4. Субъект персональных данных имеет право на отзыв согласия на обработку 

персональных данных. В случае отзыва субъектом персональных данных согласия на обработку 

его персональных данных Общество обязано прекратить их обработку (обеспечить прекращение 

такой обработки, если обработка персональных данных осуществляется другим лицом по 

поручению Общества) и уничтожить персональные данные (обеспечить их уничтожение, если 

обработка персональных данных осуществляется другим лицом по поручению Общества) в 

сроки, установленные Федеральным законом № 152-ФЗ. Общество вправе не уничтожать 

персональные данные и продолжить их обработку без согласия субъекта персональных данных 

при наличии оснований, указанных в Федеральном законе № 152-ФЗ. 

6.5. Общество вправе продолжить обработку персональных данных без согласия субъекта 

персональных данных при наличии оснований, указанных в Федеральном законе № 152-ФЗ. 

6.6. В случае выявления неточных персональных данных при обращении субъекта 

персональных данных или его представителя либо по их запросу или по запросу уполномоченного 

органа по защите прав субъектов персональных данных Общество, обязано осуществить 

блокирование персональных данных, относящихся к этому субъекту персональных данных с 

момента такого обращения или получения указанного запроса на период проверки, если 

блокирование персональных данных не нарушает права и законные интересы субъекта 

персональных данных или третьих лиц. 

6.7. При получении обращения субъекта персональных данных Общество обязано 

направить субъекту персональных данных письменный ответ в порядке и сроки, установленные 

законодательством Российской Федерации и внутренними нормативными документами 

Общества. 

 

 

7. Ответственность 

7.1. Общество назначает ответственное лицо за организацию обработки персональных 

данных. Лицо, ответственное за организацию обработки персональных данных в Обществе, 

осуществляет управление и методологическое сопровождение обработки персональных данных, 

включая внутренний контроль за соблюдением законодательства Российской Федерации о 

персональных данных, доводит до сведения работников Общества положения законодательства 

Российской Федерации о персональных данных и внутренних нормативных документов 
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Общества по вопросам обработки персональных данных, осуществляет контроль за приемом и 

обработкой обращений и запросов субъектов персональных данных или их представителей. 

7.2. Ответственность за нарушение требований законодательства Российской Федерации 

и внутренних нормативных документов Общества в сфере обработки и защиты персональных 

данных определяется в соответствии с законодательством Российской Федерации. 

7.3. Ответственность работников Общества, имеющих доступ к персональным данным, за 

невыполнение требований и норм, регулирующих обработку и защиту персональных данных, 

включая разглашение или утрату персональных данных, определяется в соответствии с 

законодательством Российской Федерации и внутренними нормативными документами 

Общества персонально для каждого работника, имеющего доступ к персональным данным и 

допустившего такое нарушение. Лица, виновные в нарушении норм, регулирующих обработку и 

защиту персональных данных, несут дисциплинарную, административную, гражданско-

правовую или уголовную ответственность в соответствии с действующим законодательством 

Российской Федерации. 

8. Заключительные положения 

8.1. Иные права и обязанности Общества в связи с обработкой персональных данных 

определяются законодательством Российской Федерации в области персональных данных. 

8.2. Работники Общества, виновные в нарушении норм, регулирующих обработку и 

защиту персональных данных, несут материальную, дисциплинарную, административную, 

гражданско-правовую или уголовную ответственность в порядке, установленном федеральными 

законами. 

8.3. Запросы субъектов персональных данных в отношении обработки их персональных 

данных Оператором принимаются по адресу АО «УК «ЭКТО Прайм»: 121069, г. Москва, вн.тер.г. 

муниципальный округ Пресненский, Скатертный пер., д. 18, помещ. 1/1. 

8.4. Также субъекты персональных данных могут направить свой запрос на адрес 

электронной почты info@ectoprime.ru.  
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